
PRO-IT SERVICES 

CYBER SECURITY PROTECTION
Essential

Level 1 Security Assessment
A baseline assessment to identify what gaps currently 
exist in your network focusing on devices and endpoints.

Malware/Email Filtering
Identifies and blocks threats that attempt to  access your 
network via emails

Employee Training
Provides resources to educate employees about 
cyber threats and creates false “threats” to 
determine at risk users

Password Management
Tools that actively manages passwords for minimum 
requirements and regular updating 

Advanced

Level 2 Security Assessment
A more in-depth assessment of the security risk within 
your network.  Looks at files and logs and not just 
devices and endpoints.

Mobile Device Management
Protects your mobile phone from being the entry 
point into your network.  Provides protection if 
device is lost or stolen. 

Multi Factor Authentication
Provides multi level authorization amongst multiple 
devices protecting your endpoints from being 
compromised.

Web/DNS Filtering
Blocks threats at the domain level creating an extra 
layer o security from external threats to your network

* Requires Essential Cyber Security 
Package

Advanced +

SIEM & Network Compliance
Complete SIEM services and SOC support 
with real-time alerting, network log and 
activity monitoring to help demonstrate 
compliance.

Dark Web Proactive 
Monitoring
Proactive monitoring of domain(s)for user 
credentials and password available on the dark 
web market.

Profile & Protect Services
Provides advance profiling, risk scoring and 
identifies specific threat types to your unique 
environment.

Endpoint Detect & Respond
Advanced security for endpoints, SOC 
monitoring and remediation services to stop 
threats and minimize harm to your environment

Pricing dependent on devices 
and workstations being 

protected

ATS Communications, Inc. www.teamATS.com 800-995-4287      Lic#681709

In order to implement any cyber security offering, client must have foundational security protocols that include a managed firewall and

a business continuity solution in place that meet industry base standards. Essential and Advanced Cyber Security services are

delivered as packaged products, either separately or together; Advanced+ services can be added individually or as a package to any

other cyber security package. ATS can make recommendations if any components are needed to meet foundational security

protocols. Note: Adding any cyber security solutions will not completely eliminate all risk, but it will dramatically reduce cyber threats

to your business.


